1. INTRODUCTION

The European Commission has initiated several projects that relate to simplifying the conduct of business within the European Union (EU), in order to enhance the access to the internal market and improve the business environment. In particular, the small and medium-sized enterprises (SMEs) are the target group of these initiatives. The European Commission emphasizes that research has shown that there is a direct link between internationalization and increased SMEs’ performance. Those SMEs that had international operations have reported stronger turnover growth, higher rates of job creation and increased innovation capacity. SMEs which were active outside of their countries had substantial potential to boost growth, e.g., SMEs with foreign direct investment showed four times higher employment growth than non-active SMEs. Some even say that businesses that focus primarily, or even exclusively, on the domestic market have to become competitive internationally in order to secure long-term survival and growth. The single market for goods and services is perceived as one of the main drivers of Europe’s economy. It is the EU’s central mission to secure an increased market integration and to remove obstacles to the free movement of goods, services, capital and to the freedom of establishment. The EU promotes the notion that supporting SMEs to internationalize is in the public interest. However, research on the internationalization of SMEs in the EU shows that foreign direct investment (consisting of the establishment of a subsidiary; a branch office or a joint venture in another country) of SMEs is very low. The question arises why there is such a low number of companies or individual entrepreneurs expanding their business within the EU by setting up a subsidiary, branch or joint venture abroad. SMEs still face obstacles in taking full advantage of the opportunities of the single market. The barriers perceived as most relevant are: price (competition) of own products, lack of capital and information, high cost of internationalization and inadequate public (institutional/governmental) support. The study, on which several statements of the European Commission on the internationalization of SMEs are based, does not mention rules and regulations for the establishment of a subsidiary as a stand-alone barrier. The category ‘external barriers’ includes the barrier: ‘Other laws and regulations in foreign countries’ is therefore a much broader category. About 30% of the respondents are of the opinion that this barrier plays an important role in the EU-EEA markets and is perceived to be more important by the larger SMEs. In a public consultation in 2013 (2013 Consultation), Wuisman, Iris. 'The Societas Unius Personae (SUP)'. European Company Law 12, no. 1 (2015): 34-44. © 2015 Kluwer Law International BV, The Netherlands
which mainly concentrated on corporate law aspects, respondents were asked why it is difficult to move or expand a commercial activity/trade by setting up a branch or subsidiary abroad (within the EU). Legal advice costs relating to the set-up of a company and compliance costs with foreign legislation on company law issues were indicated as factors influencing the expansion.11

In the EU, the design of laws and regulations for corporations is to a large extent at the discretion of Member States. This results in divergent requirements in national legislations across the EU regarding company law. Developing business presence in another Member State thus means that an entrepreneur is confronted with a different legal regime and accompanying procedures, and therefore costs. In light of this, the European Commission presented a proposal for a Council Regulation on the Statute for a European Private Company (SPE) in June 2008,12 a supranational company form that, in short, would make it easier for companies to do business across the EU. Despite strong support from the business community, it was not possible for Member States to reach unanimous agreement on the proposal due to differences of opinions on a number of contentious issues such as minimum capital, employee co-determination and the separation between central administration and registered office. Consequently, the Commission withdrew the SPE proposal in its REFIT exercise.13

2. NEW INITIATIVE ON SMES MOBILITY WITHIN THE EU

The difficult issue for the European Commission was how to proceed and realize the aim of making it easier for SMEs to internationalize. The withdrawal of the SPE proposal did not stop the European Commission from taking further action relating to the corporate rules and regulations dealing with SMEs. The outcomes of a broad public consultation on the future of European company law in February 2012 (2012 Consultation)14 included the view that a majority of the respondent supported consideration of alternatives to the SPE Statute to assist European SMEs engaged in cross-border activities. In particular an instrument labelling existing national company law forms that meet a number of pre-defined harmonized requirements was viewed as a suitable alternative. Subsequently, the Commission formulated the aim of continuing to explore means to improve the administrative and regulatory framework in which SMEs operate.15

On the basis of data provided by the national authorities from twenty-four Members States, the European Commission estimated that around 44% of all existing private limited liability companies are single-member.16 For that reason and on the basis of a recommendation of the Reflection Group on the future of EU company law regarding the establishment of a single-member company,17 the European Commission switched to an alternative proposal focussed on single-member private limited liability companies (SMPLLCs). In April 2014, this new proposal for a Directive of the European Parliament and of the Council on SMPLCCs (DSUP) was published. In contrary to the SPE proposal, this proposal does not include a supranational company form, but Member States would be obliged to provide in their national legislation for a company law form for SMPLCCs with particular requirements that are the same across the EU, the Societas Unius Personae (SUP).18 The European Commission presented the new proposal despite the fact that the 2012 Consultation showed that there was lower support from the respondents for the creation of a simplified single-member company charter than for labelling of national company forms or continuation of the work on the SPE. Although there was the least demand expressed for reform of the 12th Company Law Directive – which is the directive on SMPLLCs which was adopted in 1989 (89/667/EEC) and codified in Directive 2009/102/EC – during the 2012 Consultation,19 some voices argued for revision.20 This Directive provides for limited harmonization of the relevant national laws by requiring that companies may have a single-shareholder in all Member States and regulating the powers

11 Response statistics for ‘Single member limited liability companies’ question 4: http://ec.europa.eu/internal_market/consultations/2013/single-member-private-companies/index_en.htm. Compliance costs with foreign legislation on company law issues (translations, registration requirements/fee, capital requirements, reporting, operational/living costs including legal advice related to it: 47.9%). Legal advice costs related to the set-up of the company in the foreign legal system: 41.7%. Other possible answers were difficulty of financing due to cross-border dimension (40.5%), lack of knowledge/trust of foreign company law forms (40.1%), other (23.2%) and I do not know (13.2%).
16 There are big differences in the number of such companies between the Member States, for instance, Spain has less than 15% whereas the Netherlands has more than 70%. European Commission (2014), supra n. 7, p. 10.
17 The Reflection Group suggested the introduction of such an entity in order for groups of companies with operations in various EU Member States to have a simple vehicle available for the establishment of subsidiaries. European Commission (2011), ‘Report of the Reflection Group On the Future of EU Company Law’, p. 57.
18 With the DSUP the European Commission has changed the adoption procedure from that of the SPE proposal (from unanimous voting to a qualified majority) and has – in its own opinion – reduced the number of contentious issues, which should make it easier to reach a compromise among Member States.
19 European Commission (2012), supra n. 14, p. 3.
20 European Commission (2012), supra n. 14. As a response to the expressed opinions of respondents favourable to other alternatives than initiatives related to SMPLLCs, the European Commission has argued that – on the basis of the reforms undertaken autonomously by Member States so far and any future planned developments – it would still not be possible to have identical requirements for a particular company type across the EU and award a label that would be recognized across the EU. European Commission (2014), supra n. 7, p. 22.
of that single-member in relation to the company. The DSUP will repeal the 12th Company Law Directive and is more extensive on several issues.21

A key objective of the DSUP is to make it easier and less costly for foreign founders to establish a legal entity in another Member State. The DSUP therefore, introduces an obligatory simplified full electronic registration without it being necessary to appear before any authority.22 Such a registration is a new element in the European legislation relating to the establishment of a company.23 The majority of the Member States welcome the intentions of the DSUP, nevertheless, more than a few concerns have been expressed by different parties across Europe. A large part of the concerns is related to the electronic registration and establishment of the SUP.24 This article sets out a short overview of and analyses the rules on registration and establishment of the SUP that are included in the proposal.

3. ESTABLISHMENT OF A SOCIETAS UNIUS PERSONAE

The DSUP obliges Member States to make available in their national legal orders a national company law form for a SMPLLC with a number of harmonized rules including formation and registration rules. Member States would have the choice of how to introduce such a company form, e.g., by replacing an already existing national form with the SUP or by creating an additional form, which would be the SUP.25 Natural and legal persons should have the opportunity to incorporate an SUP.26 The founder should be a resident of the EU or should have a seat in the EU. A cross-border element is not required for the formation of an SUP or its existence.27 Therefore, the SUP is not exclusively available for businesses that want to expand to another Member State by setting up a new subsidiary abroad. Legal entities that just want to be active within the territory of the Member State of origin also have the opportunity to establish an SUP as a subsidiary in the State of origin. As with the SPE, there is no size restriction. Companies of all sizes will be able to establish an SUP. As a result groups of companies can also swiftly register a subsidiary. Entrepreneurs (natural persons) that want to establish a legal entity for their business are allowed to use the SUP form as well. It is not a requirement for SUPs to be a subsidiary company. The DSUP ordains that a company that has the legal form of an SUP and operates in compliance with the DSUP would use the abbreviation SUP in its name, thereby creating distinguishability.28 There are two types of formation of an SUP; formation ex nihilo and formation through conversion. Both processes will be discussed. As the registration procedure for the formation ex nihilo is one of the significant elements – if not the most significant element – of the DSUP, this process will be looked at in detail.

3.1. Formation ex nihilo

Paragraph 3 of Article 14 DSUP instructs Members States to make online registration available for the ex nihilo formation of SUPs. Member States should offer the possibility of completing the whole registration process electronically, without it being necessary for the founder to appear before any authority in the Member State of registration, such as a notary. In addition, they can choose to provide the possibility to establish an SUP on paper as a second procedure. The impact assessment states that in sixteen Member States a possibility of direct online registration via digital accounts without the necessity of the prior involvement of a notary/attorney exists.29 In many cases the use of specific national e-signatures or e-identification is necessary. In the remaining twelve Member

---

21 It deals with the formation, registration and conversion procedures, articles of association, (minimum) share capital, distributions and to a lesser extent with decision-making and instructions, board structure, representation and delegated powers. The DSUP includes a variety of mandatory harmonized rules in combination with discretion of the Member States to apply national law.


23 This kind of registration is a preferred option chosen by the majority of the stakeholders that participated in the 2013 Consultation. About 61% of the respondents shared the view that a potential directive on SMPLLCs should include simple rules for online registration of the company with one common standard registration form throughout the EU. Response statistics for ‘Single-member limited liability companies’, under IV Substance – a potential initiative on single-member limited liability companies, question 1: http://ec.europa.eu/internal_market/consultations/2013/single-member-private-companies/.


25 Recital 10 DSUP and Arts 1 and 6 para. 1 DSUP, Annex 1 to the DSUP.

26 Recital 11 DSUP and Art. 8 DSUP.

27 Article 8 DSUP See also Recital 11 DSUP.

28 Article 7 para. 3 DSUP.

29 European Commission (2014), supra n. 7, p. 27. Those countries are: Bulgaria, Denmark, Estonia, Finland, France, Ireland, Latvia, Lithuania, Malta, Poland, Portugal, Romania (in case there is no contribution in kind being an immovable property), Slovakia, Slovenia, Sweden and the UK.
States, there is no possibility of direct online registration but instead in some of these countries an indirect electronic registration process exists, which is electronic registration but then by an intermediary such as a notary or legal advisor.30 Notaries or other intermediaries may be involved in the website portal which facilitates the registration and the issuance of a certificate of registration when Member States choose to do so.

3.1.1. DSUP and Registration

The DSUP provides that Member States would decide how they organize their registration systems, but the DSUP limits the information and documentation that can be requested by the Member States for the registration of the SUP. In addition, a registration template and uniform template of articles of association provided by the European Commission should be used.31 This limitation and harmonization of the registration procedure is supposed to decrease the costs that businesses face as a result of the diverse legal and administrative requirements. Yet, it seems that there is room for Member States to determine the acceptability of the documents and other information submitted to the registration body.32 They can determine which information they deem appropriate in light of a desired identification process of: (1) the founding member, (2) the beneficial owner if applicable, (3) a representative that registers the SUP on the member’s behalf, and (4) an intended representative of the SUP. The DSUP does not specify what kind of information this should be. There is also no definition given of the ‘beneficial owner’.33 The impact assessment relating to the DSUP explains that the identification of the founder could be done electronically by using e-signatures or any other means as it is the case now in those Member States that already have direct online registration available to foreign founders. In addition, the impact assessment states that, the authorities of the place of registration of a company could, for example, apply the technical solutions referred to in the eIDAS regulation34 or provided under the Internal Market Information System (IMI) in order to exchange information about the identity of the founders.35

In addition to the discretion of Member States concerning the requirement of identification information, Member States are actually free to choose whether they would like to lay down rules for the verification of the identity of the founding member and any other person making the registration on the member’s behalf or whether they would decide not to. The proposal includes the wording ‘may lay down rules’ instead of ‘shall lay down rules’.36 If the observation above is correct, some of the Member States will have sufficient checks because they think highly of a profound identification process whilst other Member States may not. In addition, founders of an SUP may be confronted with potentially twenty-eight different identification procedures that may come into force with different levels of information required.37 To mitigate the risk of developing a burdensome and complicated identification process for (legal) persons residing in a different Member State than the Member State of registration, the DSUP affirms that Member States have to recognize and accept any identification issued in another Member State by authorities of that state or on their demand for the purposes of verification of the identification by the Member State of registration. The DSUP provides:

30 Austria, Belgium, Croatia, Cyprus, Czech Republic, Germany, Greece, Hungary, Italy, Luxembourg, the Netherlands and Spain. European Commission (2014), supra n. 7, p. 29.
31 The Commission shall establish, by means of an implementing act, a template to be used for the registration of SUPs in the registers of companies of the Member States in accordance with Art. 13 para. 1 DSUP.
32 Article 14 para. 5 DSUP.
36 Article 14 para. 5 DSUP: ‘Member States may lay down rules for verifying the identity of the founding member and any other person making the registration on the member’s behalf and the acceptability of the documents and other information submitted to the registration body (…)’.
37 A similar situation exists relating to the identification procedure of beneficial owners regarding the Third Anti-Money Laundering Directive (Directive of the European Parliament and of the Council of 26 Oct. 2005 on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing, 2005/60/EC). This directive provides that all Member States should require their financial institutions to identify their customers’ beneficial owners. A report of the Joint Committee of the European Supervisory Authorities (AMLC) shows that the way Member States expect their financial institutions to identify their customers’ beneficial owners differs. This means that the institutions in different Member States might come to a different conclusion as to who is the ultimate beneficial owner of the same customer: The Joint Committee of the European Supervisory Authorities’ Sub Committee on Anti Money Laundering (2012), supra n. 33, p. 5. See also Deloitte (2010), ‘Final Study on the Application of the Anti-Money Laundering Directive’, (http://ec.europa.eu/internal_market/company/docs/financial-crime/1011024_study_amld_en.pdf). The AMLC considers that there is a risk that these differences carry the potential to affect the effectiveness of the European anti-money laundering and counter-terrorist financing regime negatively and invited the European Commission to consider whether work to foster convergence of national beneficial ownership identification standards is appropriate in light of the proposed Fourth Anti-Money Laundering Directive. Nonetheless, this proposal (which would replace the third directive) does not include a harmonized identification procedure (European Commission (2013), ‘Proposed a Directive of the European Parliament and of the Council of the prevention of the use of the financial system for the purpose of money laundering and terrorist financing, COM(2013)465 final).
Any identification issued in another Member State by the authorities of that State or on their behalf, including identification issued electronically, shall be recognised and accepted for the purposes of the verification by the Member State of registration. Where, for the purposes of the first subparagraph, it is necessary for Member States to have recourse to administrative cooperation between them, they shall apply Regulation (EU) No 1024/2012.38

As a consequence, one might think that there is a risk of untrustworthy identification that has to be recognized and accepted by the other Member States. Many Member States and other parties have expressed their concerns on this issue.39 The DSUP impact assessment acknowledges the potential risk of fraudulent use of the direct online registration. But additionally notes that this risk must be offset against the benefits of the creation of companies and positive economic and social impacts connected with the increase of entrepreneurship in the EU. It argues that such risk already exists, and was taken into account, by those sixteen Member States that already have a direct online registration procedure. However, these countries are not under the obligation of recognizing and accepting the identification issued by other Member States or on their behalf. The eventual risks of Article 14 DSUP are dependent on the legal and operational framework within which the registration procedure should be performed.

3.1.2. Service Directive

Closely related to the electronic registration as provided by the DSUP are the rules that are laid down the Services Directive.40 With this Directive, the EU intends to facilitate SMEs to provide services across the border of Member States by removing unjustified or disproportionate legal and administrative barriers to the setting up of a business by a service provider or to its cross-border activities in the EU. It requires Member States to ensure that all procedures and formalities necessary to access a service activity can be completed at a distance and by electronic means through a point of single contact (PSC) and with the relevant competent authorities, be it nationally or in another Member State.42 Electronic means have to be available for the whole administrative process, from the service provider’s initial application/submission of documents to the final reply, if required, from the relevant competent authority.43 Member States have to give each other mutual assistance, and the Directive provides that they shall put in place measures for effective cooperation with one another, in order to ensure the supervision of providers and the services they provide.44 It also has put the European Commission under the obligation to adopt detailed rules for the facilitation of the interoperability of information systems and use of procedures by electronic means between Member States, taking into account common standards developed at Community level.45 In light of this, Regulation (EU) No. 1024/2012 (IMI Regulation) has been adopted that deals with administrative cooperation through the IMI System. This IMI system assists Member States with the practical implementation of information exchange requirements laid down in Union acts by providing a centralized communication mechanism to facilitate cross-border exchange of information and mutual assistance. This mutual assistance mostly consists of requests of information between Member States and the (quick) response to the request. It does not contain any provisions on the content of such information or the acceptance thereof. The reference to the IMI Regulation in the DSUP, therefore, primarily relates to the (technical) process of the acceptance and recognition of foreign identification. Another European initiative that deals with cooperation between public authorities is Directive 2012/17/EU regarding the interconnection of central, commercial and companies registers.46 This Directive improves cross-border access to business information, ensuring that up-to-date information is stored in the register of branches and establishing clear channels of communication between registers in cross-border registration procedures.47 It also obliges Member States to ensure that companies have a unique identifier allowing them to be unequivocally identified in communication between registers through the system of interconnection of central, commercial and companies registers. That unique identifier shall comprise, at least, elements making it possible to identify the Member State of the register, the domestic register of origin and the company number

38 Article 14 para. 5 DSUP.
39 See supra n. 24.
41 Article 28 para. 2 Services Directive.
42 Article 8 – Procedures by electronic means: '1. Member States shall ensure that all procedures and formalities relating to access to a service activity and to the exercise thereof may be easily completed, at a distance and by electronic means, through the relevant point of single contact and with the relevant competent authorities.'
44 Article 28 para. 1 Services Directive.
45 Article 8 para. 3 Services Directive.
46 Directive 2012/17/EU of the Parliament and of the Council amending Council Directive 89/666/EEC and Directives 2005/36/EC of the European Parliament and of the Council as regards the interconnection of central, commercial and companies registers, OJ L 156/1. This Directive requires a Business Registers Interconnection System (BRIS) to be established. The technical details of this system will be adopted through an implementing act, which will be prepared by the Commission by 7 Jul. 2013. Member States will then have another two years to transpose the remaining rules and make the necessary preparations for connecting to the new system. When the Directive is fully transposed, BRIS will make it easy to access information on EU companies via the e-Justice or other national portals.
47 Recital 61 Directive 2012/17/EU supra n. 46.
in that register and, where appropriate, features to avoid identification errors. In addition to the initiatives described above, the e-Signature Directive plays an important role with regard to the Service Directive as well, and may do so for the DSUP in the future. The e-Signature Directive is content related and provides for a harmonized and appropriate legal framework for the use of electronic signatures by ensuring the recognition of all electronic signatures as evidence. Member States have to accept foreign e-signatures and make available technical solutions for common formats of e-signatures. This covers the full range of electronic signatures – no matter what their form or technology used – from ‘simple’ to ‘advanced’ electronic signatures.

In addition to the cooperation between Member States, the Services Directive obliges Member States to review and evaluate all their authorization schemes concerning access to a service activity or the exercise thereof and abolish them or replace them by less restrictive means (such as simple declarations), where they are unnecessary or otherwise disproportionate. Remaining schemes are to be rendered clearer, more transparent and must be in line with a few conditions such as the need for an authorization scheme justified by an over-riding reason relating to the public interest. The conditions for granting authorization for a new establishment shall not duplicate requirements and controls, which are equivalent or essentially comparable as regards their purpose to those to which the provider is already subject. This is a less stringent provision than the provision on authorization in the DSUP, which simply states that the registration of an SUP shall not be conditional on obtaining any license or authorization. In the Memo of the European Commission on the Services Directive with Questions & Answers the following is stated:

Member States asking a service provider to submit a document in the context of an administrative procedure must accept any document submitted by a service provider and issued by another Member State which serves an equivalent purpose. The original or a certified copy/translation, in principle, cannot not be required. This is a comparable provision as the acceptance and recognition of identification documents in the DSUP. However, it is not clear on which provision in the Services Directives this statement is based. Moreover, the Services Directive itself does not put the Member States under the obligation to accept and recognize identification issued by another Member State or under its authority. In a 2012 study, it appeared that many relevant administrative procedures for service providers were not yet online and possibilities for cross-border completion of procedures were very limited. The cross-border completion was mainly possible in Member States who do not require advanced e-identification or electronic signatures. Main problems with online completion exist in Member States which require electronic identification and electronic signatures but do not technically support these from other Member States, and this number remains relatively high with one-third or even more. None of the PSCs allows the completion of procedures from all other Member States but at best from a limited number of Member States. At the same time, the study stated that there were signs of progress in a number of Member States and clear plans in others to have the necessary technical solutions in place by 2014. One of the key issues is the mutual recognition of cross-border authentication means because it is difficult to determine with a satisfactory degree of certainty that the provided information is indeed correct. In order to be able to recognize foreign authentication means, one must first be able to ascertain its reliability. In the absence of a cross-border authentication policy that allows a Member State to determine the security level of a specific authentication means, the Member State has no other possibility than to verify the specific qualities of the authentication means on a case-by-case basis. Any cross-border authentication solution should as a minimum show how the Member State can determine the reliability level of a foreign authentication mechanism being used. Some argue that there is a compelling legal imperative to develop a pan-European eID
framework because several single market initiatives and legal frameworks presuppose and rely on cross-border interactions between administrations, businesses and citizens across Europe. As a result they argue that in the absence of a functioning pan-European eID framework, it is impossible to fully comply with existing legislation with reference to Article 8 of the Services Directive.\textsuperscript{38} Before I will discuss how a new Regulation partly deals with this problem, I will analyse the obligation of identification recognition and acceptance under the DSUP in greater extent.

3.1.3. DSUP and Identification
The DSUP distinguishes identification that is issued electronically as a type of identification that is part of the broader category of ‘identification’.\textsuperscript{59} It is not clear whether ‘identification issued electronically’ is the same as ‘electronic identification’. Both are not defined nor described by the DSUP. Electronic identification has been defined in the eIDAS Regulation\textsuperscript{60} and means the process of using person identification data in electronic form uniquely representing either a natural or legal person, or a natural person representing a legal person.\textsuperscript{61} In case of an entirely online registration in combination with an identification requirement of the Member State of registration, there may be electronic identification as defined by the eIDAS. In case of a paper registration of the SUP or an electronic registration using electronic copies of identity documents, there may not be an electronic identification but recognition and acceptance of the identification of the founder may still be needed under the DSUP.\textsuperscript{62} In both cases, the DSUP does not give us much information about what this recognition entails, what rules will apply, for instance whether certain assurance levels of the identification should be used by the Member States and whether there is a difference between the two identification methods (electronic and paper) and the recognition and acceptance thereof.

The proposed ACPD Regulation lays down the conditions under which Member States should recognize electronic identification means (EIM)\textsuperscript{63} of natural and legal persons falling under a notified electronic identification scheme (EIS)\textsuperscript{64} of another Member State. The objective of the ACPD Regulation is to remove existing barriers to the cross-border use of EIM used in the Member States to authenticate, for at least public services. The eIDAS provides that when an electronic identification using an EIM and authentication\textsuperscript{65} is required under national law or by administrative practice to access a service provided by a public sector body online in one Member State, the EIM issued in another Member State shall be recognized in the first Member State for the purposes of cross-border authentication for that service online, provided that certain conditions are met. Before these conditions are discussed, it is important to know that the eIDAS identifies certain assurance levels associated with an EIS. These assurance levels (low, substantial and high) relate to the degree of confidence in the claimed or asserted identity of a

\textsuperscript{58} Noberto Nuno Gomes de Andrade et al., Electronic Identity 9 (Springer 2014).
\textsuperscript{59} Article 14 para. 5 DSUP.
\textsuperscript{60} Regulation (EU) No. 910/2014, supra n. 34. The eIDAS Regulation has been in force since 17 Sep. 2014, but will be applied from July 2016.
\textsuperscript{61} Article 3 sub 1 eIDAS Regulation.
\textsuperscript{62} Article 14 para. 5 DSUP.
\textsuperscript{63} Business registers are organized at national (e.g., Sweden, Ireland and Denmark), regional (e.g., Austria) or local level (e.g., Germany).
\textsuperscript{65} This plan is developed in view of the development of more sophisticated approaches to identification and authentication by Member States. This entails the use of electronic identification and authentication in the online environment and aims at cross-border recognition. One example of the EU is the STORK project. The aim of the STORK project is to establish a European eID Interoperability Platform that will allow citizens to establish new e-relations across borders, just by presenting their national eID. The website of the STORK project tells us that in the future, you should be able to start a company, get your tax refund, or obtain your university papers without physical presence. All you will need to access these services is to enter your personal data using your national eID, and the STORK platform will obtain the required guarantee (authentication) from your government. https://www.eid-stock.eu/.
\textsuperscript{66} EID means a material and/or immaterial unit containing person identification data and which is used for authentication for an online service (Art. 3 sub 2 eIDAS Regulation).
\textsuperscript{67} EIS means a system for electronic identification under which electronic identification means are issued to natural or legal persons representing legal persons (Art. 3 sub 4 eIDAS Regulation).
\textsuperscript{68} Article 1 eIDAS Regulation. Other subject matters are: eIDAS lays down rules for trust services, in particular for electronic transactions and established a legal framework for electronic signatures, electronic seals, electronic time stamps, electronic documents, electronic registered delivery services and certificate services for website authentication.
\textsuperscript{69} Authentication means an electronic process that enables the electronic identification of a natural or legal person, or the origin and integrity of data in electronic form to be confirmed (Art. 3 sub 5 eIDAS Regulation).
A Member State is obliged to recognize an EIM when:

1. the EIM is issued under an EIS that is included in a specific list published by the Commission. In order to be included in this list, Member States should notify the Commission of the EIS including its assurance levels and the issuer or issuers of the electronic identification means under the schemes and provided information on the applicable supervisory regime, responsible authorities and entities that manage the registration and arrangements for suspension or revocation. The EIS shall be eligible for notification when certain requirements are met for example, the notifying Member State ensures the availability of authentication online, so that any relying party established in the territory of another Member State is able to confirm the person identification data received in electronic form;\(^{72}\)

2. the assurance level of the EIM corresponds to an assurance level equal to or higher than the assurance level required by the relevant public sector body to access that service online in the first Member State, provided that the assurance level of that EIM corresponds to the assurance level substantial or high;

3. the relevant public sector body uses the assurance level substantial or high in relation to accessing that service online.

Consequently, the obligation of recognition of electronic identification only exists when certain conditions regarding the quality and reliability of the EIM are met and authentication is possible. The risk of a forced recognition and acceptance of unreliable or questionable identification of other Member States is mitigated under the eIDAS due to the required assurance levels. However, an EIM which is issued under an EIS included in the list published by the European Commission and which corresponds to the assurance level low may be recognized by public sector bodies for the purpose of cross-border authentication for the service provided online by those bodies. In that case, it is a choice of the Member State itself whether or not to accept the low assurance level. After the adoption of relevant implementing acts (expected by mid-2015), Member States may voluntarily recognize notified electronic identification of the other Member States. The mandatory mutual recognition of eIDs will apply from mid-2018.\(^{73}\)

### 3.1.5. eIDAS Regulation en DSUP

The question arises whether it would be comprehensible that the rules of the eIDAS Regulation would also apply to the SUP registration. If the rules of the eIDAS Regulation would have to be used for the acceptance and recognition of electronic identification of Article 14 of the DSUP, it would give Member States some sort of guarantee that the identification is trustworthy because of the assurance levels and the conditions that are attached to the eligibility of notification of an EIS. If the eIDAS Regulation would apply a problem may arise for the DSUP, because Member States are not obliged to notify their EIS to the European Commission under the eIDAS Regulation.\(^{74}\) What rules will be applicable in case some Member States have not notified the European Commission? Under the eIDAS, the Member State of registration is not under the obligation of accepting and recognizing the EIM of the other Member State when the EIS to which the EIM belongs, is not part of the list published by the European Commission. This would mean that (legal) persons that – for their identification – are dependent on the Member State of which the relevant EIS is not part of the published list, may not be able to set up an SUP in Member States of registration that refuse to accept the identification. This would then be an exception to Article 14 DSUP as the provision currently stands. A connected question is what will happen when a Member State does have a notified EIS but which does not have an assurance level equal to or higher than the required assurance level of the Member State of registration, which should be substantial or high? In that situation, we would probably have a similar outcome, namely an inability to establish an SUP in the Member State of registration. Even though this may be undesirable from the point of view of the European Commission, in my opinion it would be the responsibility of the Member States to create an EIS that does have the appropriate assurance level. With regards to the eIDAS, the European Commission has underlined that it does not have the right to legislate on the management of electronic identities.\(^{75}\) This is a matter of national sovereignty. It is up to Member States to decide whether to have such a form of identification, when it is required, and what technology to use. The eIDAS Regulation aims only to ensure that where these electronic identifications exist, they can be used across...
This document discusses the proposed ACPD Regulation and its implications for the EU's member states. The regulation aims to streamline the authentication of public documents between member states, ensuring trustworthiness and mutual recognition. It reviews the roles of the European Commission and the Council in promoting the free movement of citizens and businesses, highlighting the importance of electronic identification. The text also addresses the relationship between the DSUP and the eIDAS Regulation, emphasizing the need for uniform standards and cooperation among member states. Furthermore, it touches on intellectual property rights and data protection, advocating for a balanced approach to ensure the free movement of documents without compromising privacy and security.

The proposed regulation seeks to address the differing legal frameworks across member states, particularly in the context of birth, death, marriage, and other important legal documents. It underscores the necessity of creating a robust framework for cross-border identification and registration, enabling a smoother flow of legal and business transactions. The document also invites considerations on the role of translation and legal advice, urging a more coordinated approach to the authentication process.

In conclusion, the proposal is a significant step towards harmonizing legal practices, facilitating a more interconnected and efficient legal environment across the EU. It calls for further analysis and debate among member states to ensure that the implementation of the regulation is both effective and acceptable to all parties involved.
3.1.9. Registration, Legal Personality and Establishment

There are a few events concerning the registration that are important: (1) Member States shall issue a certificate of registration confirming that the registration procedure has been completed, no later than three days from the receipt of all required documentation by the competent (registration) authority.82 (2) The DSUP provides that the registration of the SUP, all documents provided during the process of registration (and subsequent changes to them), shall be disclosed in the relevant register of companies immediately after registration. (3) The SUP shall acquire full legal personality on the date on which it is entered in the register of companies of the Member State of registration.83 (4) The consideration for the share shall be fully paid up at the moment of registration of an SUP.84

It is not clear whether the act of disclosure of the registration documents is similar to the act of entry of the SUP in the register. It is also not completely clear whether the issuance of the registration certificate should be seen as the ‘registration’ after which the documents must immediately be disclosed. This makes it difficult to determine when the legal entity would be formed. When disclosure and entry are not the same, than it is questionable why the registration documents would be disclosed immediately after registration. More importantly, when the moment of the issuance of the certificate is not the same as the moment of the entry of the SUP in the register of companies, would the SUP already exist but without legal personality? If so, the question arises which rules will govern the SUP until the legal personality is acquired? Furthermore, is it possible to act on behalf of an ‘SUP to be established’, for example between the moment of filing for registration and the moment the certificate is issued? How does this relate to certain national rules regarding this period? In case of online registration, the consideration shall be paid into the bank account of the SUP.85 Would there already be a bank account for an SUP that has not yet been established? Furthermore, what happens when there are defects in the registration and establishment procedure? What rules will apply? If reference would be made to national law this would complicate the easy and transparent set-up of an SUP across the EU, which is contrary to the objective of the DSUP.

3.1.10. Seat of the SUP

An SUP shall have its registered office and either its central administration or its principal place of business in the Union.86 To enable businesses to enjoy the full benefits of the internal market, DSUP states that Member States should not require the registered office of an SUP and its central administration to be in the same Member State.87 An SUP shall be registered in the Member State in which it is to have its registered office88 and shall be governed by the national law of the Member State where the SUP is registered.89 Some parties argued for the possibility to oblige SUPs to have their central administration and their registered offices in the same Member State.89 For example, the EESC believes that an SUP should not be registered in a place where it carries out no business activities whatsoever (letter boxes).90 It states that in conjunction with the provision that SUPs are subject to the law of the state in which they are registered, it could jeopardize employees’ participation rights, but also enable circumvention of national tax law. This was a contentious issue in the SPE process.92 This discussion may be opened again in relation to the SUP.

3.2. Formation by Conversion

As mentioned, there are two methods of formation of an SUP. Next to the formation _ex nihilo_, the DSUP provides for formation by conversion. An SUP can be formed by conversion of an existing company, which is listed in Annex 1. The explanatory memorandum states that the DSUP refers to national law with regard to conversion procedures. Nevertheless, this referral is not included in the DSUP explicitly. The DSUP does, however, provide for three criteria in order to convert a company in an SUP. These are: (1) a resolution of its shareholders is passed or a decision of its single-member is taken authorizing the conversion of the company into an SUP, (2) its articles of association comply with the applicable national law, and (3) its net assets are at least equivalent to the amount of its subscribed share capital plus those reserves which may not be distributed according to its articles of association. It is relevant to know whether, and if so to what extent, national law is applicable in case of a conversion in light of the registration procedure. For example, paragraph 6 of Article 14 DSUP affirms that Member States shall not make the registration

---

82 Article 14 para. 4 DSUP.
83 Article 14 para. 2 DSUP and Art. 7 para. 1 DSUP.
84 Article 17 para. 1 DSUP.
85 Article 17 para. 2 DSUP.
86 Article 17 para. 3 DSUP.
87 Article 10 SUP.
88 Recital 12 DSUP.
89 Article 14 para. 1 DSUP.
92 It was proposed to implement a transitional period of two years from the application of the SPE Regulation during which the SPE would be obliged to have the real seat and the statutory seat in the same Member State and after that period national law would apply. Council of the European Union (2009), ‘Proposal for a Regulation on an European private company = Political agreement (Public deliberation, pursuant to Article 7 CRP’, 16115/09 DRS 71 SOC 713, p. 2.
of an SUP conditional on obtaining any license or authorization. This provision is not explicitly solely directed to newly incorporated SUPs as is done in paragraph 3 of Article 14 DSUP. In certain Member States, the national conversion procedure requires a notarized authorization for completion of the conversion and is as a consequence required for registration of the SUP according to national rules. The question thus arises to what extent the registration requirements included in the DSUP are relevant for the conversion procedure.

It is also not clear whether a cross-border conversion is allowed under the DSUP as Article 9 paragraph 1 DSUP only tells us that 'Member States shall ensure that an SUP may be formed by the conversion of the types of companies listed in Annex 1'. A literal interpretation would be that any company listed in Annex 1 could be converted to an SUP in a certain Member State. European law has so far not yet regulated transferring the registered seat to another Member State and thereby converting into another legal form. Following the case law of the European Court of Justice such a conversion should be allowed by the Member State of origin and the host Member State as a result of the freedom of establishment according to Articles 49 and 54 of the Treaty on the Functioning of the European Union (TFEU) when the host Member State provide for such a domestic conversion. The host Member State is allowed to determine which legal provisions apply to cross-border conversions as long as the principles of equivalence and effectiveness are observed. A cross-border conversion would therefore follow a national cross-border conversion procedure.

3.3. Trust and the SUP

The introduction of an SUP should create trust in foreign legal entities that have the abbreviation “SUP” in their name across Europe. The abbreviation SUP would stand for an assurance that the legal entity would be tied to clear harmonized rules equal in all Member States. The DSUP would provide for a standard template of the articles of association, which would be identical across the EU and available in all languages of the Member States. However the use of the template of the articles of association is only required when the SUP is registered online. If a paper registration is used – when provided for by the Member State of registration – the template does not have to be used. In addition, after registration the SUP may amend its articles of association. This will not provide assertion that there is a transparent and well-understood set of rules applicable to the SUP. If differences in the level of trustworthiness of the identification procedures would continue to exist, it would be difficult to create trust in the SUP. In the situation that rules similar to the eIDAS Regulation rules would apply, Member States would not be obliged to accept and recognize EIMs that are part of an EIS which is not a part of the published list or has a insufficient assurance level. However, because a cross-border aspect is not compulsory, SUPs may be established in a Member State with low-level identification procedures. Therefore, it may be a good idea to add a customary indication of the country of registration to the SUP abbreviation and publish the names of the Member States that have a sound identification procedure with adequate assurance levels.

4. CONCLUSION

The SUP is proposed for the benefit of a quicker and cheaper way of establishing a single-member private limited liability company across the border. In order to achieve this objective, a mandatory full electronic registration procedure is included in the DSUP. Member States still have the possibility to provide for an additional paper registration procedure. Although Member States are bound by certain conditions, they have some freedom in designing the (online) registration process and the requested information. As a result twenty-eight different registration procedures may come into force. Because of the mandatory recognition and acceptance of foreign identification, a risk of untrustworthy identification issued in another Member State would exist, possibly leading to all different kind of problems. European law does not provide for a full legal and operational framework to facilitate this mandatory full electronic registration in combination with the acceptance and recognition of foreign identification (yet). The European Commission should clarify how the DSUP relates to other EU initiatives and regulation in this area such as the eIDAS Regulation. The implementation of the Services Directives shows that there is still work to do. Even though it would be of great value to have available a possibility of establishing an SUP in a simplified way, it would be of greater importance to first have the right infrastructure and reliability of national systems in place.